Добрый день, Уважаемые коллеги!!!

Использования доступа к сети Интернет стало одним способов совершения правонарушений и преступлений. Различные злоумышленники, хакеры, а также террористы могут использовать публичные WiFi-сети для сохранения своей анонимности. В целях противодействия таким противоправным действиям Правительством РФ приняты Постановления № 758 от 31 июля 2014 г. и  № 801 от 12 августа 2014 г. об обязательной идентификации пользователей публичных WiFi-сетей. В соответствии с законом, пользователей можно идентифицировать по паспортным данным, номеру мобильного телефона (SMS-идентификация), либо через портал госуслуг (Единая система идентификации и авторизации – ЕСИА).  Данные пользователей, которые заходили в сеть через конкретную точку, могут понадобиться правоохранительным органам в случае террористической угрозы. Идентификация позволяет исключить анонимность тех, кто использует публичные WiFi-сети в преступных целях, а значит, с большей вероятностью установить лиц, причастных к совершению противоправных действий. Терроризм — не единственная угроза для пользователей анонимного публичного Wi-Fi. Подключаясь к публичной Wi-Fi сети, пользователь может передать свои данные злоумышленникам, не подозревая об этом.

Управление Роскомнадзора по Астраханской области по поручению руководителя Роскомнадзора А.А. Жарова совместно с предприятия радиочастотной службы проводит мониторинг

C 01.01.2017 по 31.12.2017 года Управлением совместно с радиочастотной службой проверено 238 точек беспроводного доступа в интернет в публичных местах с целью исполнения операторами связи требований Постановления Правительства Российской Федерации «Об утверждении правил оказания телематических услуг связи» № 575.

В 39 случаев выявлены нарушения связанные с отсутствием идентификации пользователей, что составляет 16,4% от общего количества промониторенных точек доступа Wi-fi.

с 1 января 2018 по настоящее время Управлением совместно с радиочастотной службой проверено 180 точек беспроводного доступа в интернет в публичных местах.

В 5 случаев выявлены нарушения связанные с отсутствием идентификации пользователей, что составляет 2,77% от общего количества промониторенных точек доступа Wi-fi.

Как Вы видите из показателей 2017 и 2018 года наблюдается снижение в 8 раза количества точек доступа не осуществляющих идентификацию пользователей.

По результатам рассмотрения административных дел мировыми судьями вынесены постановления о привлечении к административной ответственности и наложены в штраф в размере 20000 рублей.

В рамках профилактической работы Управлением проводятся совещания с операторами связи предоставляющими доступ к сети интернет по вопросу наличия идентификации пользователей точек беспроводного доступа в интернет в публичных местах.

Вместе с тем имеется проблема в части установления владельца wi-fi точки и оператора связи предоставляющего доступ к сети Интернет для дальнейшего установления ответственного юридического лица и привлечения к административной ответственности.